


 



 

 

 

 



 

 



 

 

 

 

 

 

 

1 Robust, resilient and secure 
systems, networks and 
applications on which to 
build our future.

Sustainable Foundation
2 3The tools to work from 

anywhere at anytime with 
integrated and collaborative 
systems.

Future Workplace

Improve outcomes for 
residents, customers, and 
businesses..

Digital and Web Services
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LINKS IN A CHAIN: building a sustainable foundation

3. CLOUD & NETWORK 
RESILENCE

4. DATA AND 
INFORMATION

2. WEB AND DIGITAL 
DEVELOPMENT

10. AUTOMATION & 
ARTIFICIAL INTELLIGENCE

Digitally resilient borough providing
excellent customer experiences

Resilient data, business 
continuity and recovery

BI, insight, data driven decisions,  
behavioural modeling & change

6. FUTURE 
WORKPLACE

Work flexibly from anywhere at 
anytime with skilled employees 

8. APPLICATION 
RATIONALISATION

Eliminate uncontrolled IT and 
rationalise application portfolio

Lean efficient working, 
channel shift, productivity

1. INFORMATION 
TECHNOLOGY  GOVERNANCE

Controlling the quality and
compliance of our IT and Services.

5. CYBER
SECURITY 

Keeping employees, 
customers and assets safe

7. PORTFOLIO MGT & 
PROGRAMME DELIVERY
Delivering successful projects and 
programme benefits & outcomes 

9. IT CAPABILITY 
MATURITY

The right organization, approach & 
capability to deliver IT Services
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LBR IT – Portfolio and Programme Governance Overview

All Change in IT 
Governance Scope:
• Impacts IT Ecosphere
• Stores/processes LBR 

Data

Change Drivers:
• MTFS
• Regulatory/Compliance
• Members / Leadership
• Business Stakeholders
• Risk Mitigation

Confirms/Approves:
• Change Type
• Governance Route 
• TDA Tech Design 

Authority Approval
• EA/IT Sequencing
• ITP Priority
• Resourcing
• Scheduling
Reviewed each stage 
through delivery

IT Project/Large Change Delivery
• Portfolio Governance compliant
• IT Programme Services Teams
• IT Web & Digital Services Teams
• IT Contract Mgt.
• Partners & Suppliers

Small Change Delivery:
• IT Teams, as appropriate
• Change within BAU capacity

Confirms/Approves:
• CAB Change 

Advisory Board 
Approval

• Project Board 
Approval

• Deployment
• Start of Business 

Transition

Confirms/Approves:
• Business 

Acceptance into 
Service

• Project Closure
• Handover to BAU
• Benefits Mgt. 

Handover

Go Live – Early Life
• CAB Approval
• Project Board Approval
• Deployment
• Start of Business 

Transition

Scoping/Routing:
• Prog/Proj/Change
• Complexity/Sizing ROM
• Priority
• Delivery Route 
• Governance Route (fast-

track, L/M/H Risk)
• Portfolio Capacity

Scheduling

Key Deliverables:
• POAP Project on a Page 

or Work Package
• Plan (Prog/Project)
• Risks in Risk Register

Ongoing:
• BAU Support, as 

agreed in change 
definition

• Tracking & 
reporting of 
Benefits by Benefit 
Owners
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PGF – Portfolio Governance Framework: Key Principles

1. The ‘Framework’ (PGF) is mandated for all projects run within the Information Technology Portfolio
2. All Projects will follow the Framework in terms of:

a. Comply with PGF Organisation, Roles and Vocabulary requirements
b. Follow the PGF Lifecycle – though, not all lifecycle stages are mandatory
c. Produce and manage PGF Products, as mandated by the Framework (eg. A Business Case, Plan, Highlight Report)
d. Comply with PGF Stage Gate Assurance processes, to review ongoing project viability and compliance

3. Projects will manage their project-specific PGF Portal provided by the PMO and will comply with 
document mgt. requirements (eg. version control, review & approval workflow)

4. At the start of each Lifecycle stage, projects confirm agreement (Sponsor, PM, PMO) of the following:
a. which PGF Lifecycle stages apply, and which are subject to Stage Gate Assurance
b. which PGF Products will be produced at each Stage and the individuals accountable for sign-off
c. which PGF Milestones apply and associated dates, where known

5. The Framework is supplementary to corporate requirements and in no way negates the need for full 
compliance with all such LBR requirements. 

Portfolio Governance Framework
A governance framework applicable to all IT projects 

& programmes, driving quality & consistency

PGF Taxonomy (vocabulary)
Defining key terms used in the Framework

PGF Organisation 
Defining Bodies (Terms of Reference) and

Roles (Role Descriptions)

PGF Programme & Project Lifecycle
Defined sequence of Stages, driving a consistent 

whole-life approach to project delivery

PGF Products (documents) & RACI
A set of PM Products with RACI, delivered at 

specified stages in the lifecycle;  eg. Bus. Case

PGF Standard Milestones
Clearly defined goals to drive project delivery 

and a standard Roadmap to inform stakeholders

PGF Reporting
A standard Highlight Report produced by every 

Project, rolled-up to Programme & Portfolio

PGF Assurance – Stage Gates
Validates project viability, delivery of current 

stage & readiness for coming stage 
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Low

AS-IS PORTFOLIO

Business Value

High

High

Standardise

Modernise

Consolidate

OPTIMISED PORTFOLIO

1. Current 
Application Portfolio

2. ASSESS and EVALUATE
3. MITIGATE and 

RATIONALISE
4. OPTIMISED PORTFOLIO: 

COMPLIANT, SUPPORTED APPLICATIONS
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Business 
Continuity 
Planning

Cyber Security 
Strategy

Continuous 
Business 

Operations

Security Privacy 
and Data 

Protection

Integrated Risk 
Management

Regulatory 
Compliance

Business 
Resilience 

Remediation

Regulatory 
Compliance 

Remediation INF

Disaster Recovery 
Infrastructure

Disaster Recovery 
Applications

Regulatory 
Compliance 

Remediation EUC

Risk and Issue 
Management 

Strategy

Disaster Recovery

Information 
Governance 

Strategy

Knowledge 
Management 

Strategy

Business 
Intelligence 

Strategy

Information 
Architecture

Report 
Management

Knowledge 
Resource 

Management

Information 
Resource 

Management

Data and Content 
Management

Knowledge 
Capture and 
Availability

Licence 
Management

Asset 
Management

Application 
Management

Deployment
Strategy

Transition 
Planning

Governance

(Transition)
Release and 
Deployment 

Planning

(Transition)
Release & 

Deployment 
Implementation / 
Success Criteria 

Setting

Change Advisory 
Board / CAB

Release 
Implementation / 

BAU Adoption

Automation 
Strategy

Service Solutions 
Lifecycle 

Management

Services and 
Solutions 

Architecture

Service and 
Solution Creation

IT Support

Service and 
Solution 

Maintenance

Digital Strategy

Service Catalogue 
Management

Solution 
Architecture

Enterprise 
Architecture

Technology 
Architecture

Service and 
Solution Creation

Development

Service Delivery
Strategy

IT Support 
Strategy

Operations 
Planning

Information 
Resource 
Planning

Support Services 
Planning

Web Extranet / 
Internet

Service Desk 
Operations

Infrastructure 
Operations

Client Services

Patching - INF

Security 
Operations

Patching - EUD

Patching - APPS

Business  
Technology 

Strategy

Business  
Relationship
Management

Portfolio 
Management

Financial 
Management

Capability 
Management

Resource 
Management

Business 
Technology 

Performance and 
Value

IT Financial 
Management

Capacity 
Management

Availability 
Management

Staff 
Administration 

and Development

Supplier and 
Contract 

Administration

Financial Strategy

Digital Vision

Communications 
Strategy

PMO /
Corporate 
Roadmap

Policies & 
Procedures 
Guidelines

Supplier 
Performance 
Service Level 

Management & 
Reviews

Demand 
Management

Steering 
Committee / 
Programme 

Boards

Succession 
Planning

Resource 
Management

Business 
Performance 

Operational Level 
Management

IT Digital 
Strategy

ST
R

A
TE

G
Y

C
O

N
TR

O
LS

O
P

ER
A

TI
O

N
S

Corporate 
Management

IT Business 
Management

Business 
Resilience

Information  
& Knowledge 
Management

Service and 
Solution 
Design

Service and 
Solution 

Deployment

Service 
Delivery and 

Support



 

 

 

 

 

 

 

 

 

 

 

Business 
Continuity 
Planning

Cyber Security 
Strategy

Risk and Issue 
Management 

Strategy

Disaster Recovery

Information 
Governance 

Strategy

Knowledge 
Management 

Strategy

Business 
Intelligence 

Strategy

Deployment
Strategy

Transition 
Planning

Governance

Automation 
Strategy

Digital Strategy

Service Catalogue 
Management

Solution 
Architecture

Enterprise 
Architecture

Technology 
Architecture

Service Delivery
Strategy

IT Support 
Strategy

Business  
Technology 

Strategy

Business  
Relationship
Management

Portfolio 
Management

Financial Strategy

Digital Vision

Communications 
Strategy

PMO /
Corporate 
Roadmap

Policies & 
Procedures 
Guidelines

ST
R

A
TE

G
Y

Corporate 
Management

IT Business 
Management

Business 
Resilience

Information  
& Knowledge 
Management

Service and 
Solution 
Design

Service and 
Solution 

Deployment

Service 
Delivery and 

Support
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Keep the 
lights on

Develop 
Business

Explore

Change Advisory Board CAB

Technical Design Authority (TDA)

Upgrade 
and 

Improve
IT Innovation

IT Portfolio Board

Programme Boards



 


